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Threat intelligence is critical for organizations, but many are 

struggling to harness the full power of their threat intelligence sources, 

leaving them overwhelmed  

By entrusting threat intelligence to a third-party provider, organizations 

can move their threat intelligence from reactive to proactive 
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300 senior security decision makers were interviewed in July 2022, split in the following ways…

…by organization sector …by organization size …by organization revenue

Within which sector is your organization? [300] How many employees does your organization have 
globally? [300]

What is your organization’s global annual revenue? [300]

45

40

39

37

33

30

76

Business and professional
services

Financial services

Manufacturing

Retail, distribution and
transport

IT, technology and
telecoms

Energy, oil/gas and utilities

Other sectors

103

118

79

1,000-2,999 employees

3,000-4,999 employees

5,000 or more employees

65

79

90

66

$500 million - $1 billion

$1 billion - $5 billion

$5 billion - $10 billion

$10 billion or more
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300 senior security decision makers were interviewed in July 2022, split in the following ways…

…by respondent responsibility

Which of the following most closely aligns with your job 
title? [300]

In which one of these functional areas are you primarily 
employed within your organization? [300]

Which of the following responsibilities fall under your 
remit? [300]

143

141

109

105

98

93

91

87

82

81

72

56

56

56

49

44

42

Cyber risk and cyber intelligence

Trust and safety

Security operations

Threat analysis

Fraud and data loss prevention

Corporate security

Security architecture

Third party risk management

Governance, risk and compliance

Global security/investigations

Physical security

Brand/reputation management

Customer service

Investigations and forensics

Merger and acquisition due diligence

Supply chain and vendor management

Policy enforcement

126

140

34

C-suite SVP / VP Director / Head of

51

50

45

45

40

37

32

Trust and Safety

Security operations center
(SOC)

eCrime and Fraud

Risk/fraud/compliance/
governance

DevSecOps

Physical security

Information technology

…by respondent seniority …by respondent department
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1. Threat intelligence overwhelm

2. Third-party threat intelligence services: a shining light

3. Transitioning threat intelligence from reactive to proactive

3 areas of interest:
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1. Threat intelligence overwhelm
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100%

Threat intelligence is an important component for organizations’ security protocols, and it’s 
something that all surveyed organizations are currently using  

Of respondents report that their 
organization is currently utilizing 
threat intelligence

40%

34%

32%

31%

28%

27%

27%

27%

26%

25%

24%

23%

22%

17%

Strategic security analysis

Fraud detection/prevention

Reactive security support (investigations)

Intellectual property protection

Strategic geopolitical analysis and due
diligence

Threat actor attribution

Incident monitoring

Intelligence driven decision making

Asset protection

Reputation protection and sentiment analysis

Information aggregation

Tailored support for business needs

Travel security

Platform abuse

What is your organization currently using threat intelligence for? [300] omitting some answer options, call outs highlighting most likely answer for each department and sector if it wasn’t 

“strategic security analysis” or had the same respondent count as “strategic security analysis” 

Business and 

professional 

services (36%) 

and 

manufacturing 

(41%) 

DevSecOps (40%)

SOC (44%)

Trust and 

safety (41%)
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On average, organizations are using between 5 and 7 different threat intelligence sources 

Average number of threat intelligence sources respondents’ organizations currently use. [Base sizes in chart] split by organization size, sector and respondent department

6

6

7

6

7

5

5

6

7

5

6

Total [300]

1,000-2,999 employees [103]

3,000-4,999 employees [118]

5,000 or more employees [79]

Business and professional services [45]

Energy, oil/gas and utilities [30]

Financial services [40]

IT, technology and telecoms [33]

Manufacturing [39]

Retail, distribution and transport [37]

Other sectors [76]

7

6

5

7

6

6

6

DevSecOps [40]

eCrime and Fraud [45]

Information technology [32]

Physical security [37]

Risk/fraud/compliance/ governance [45]

Security operations center (SOC) [50]

Trust and Safety [51]

Sponsored by
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44% 43%
41%

36%

32% 31% 30%
29%

26%

1%

36% 38%
33%

38% 36%

33%

29%

38%

24%

0%

33%

53%

33% 30%
33%

40%

33%

27%

30%

0%

43%

50%

38%

53%

35%

30%

43%

23%

30%

0%

42% 42%

48%

27%

24%

36%

24%

33%

18%

3%

38%
36%

38%

26%

36%

21%

44%

38%

44%

0%

57%
54%

46%
43%

27% 27%
24%

19%
16%

0%

51%

37%

45%

36%
33% 32%

22%

28%

22%

3%

Executive visibility
and support

Timeliness and
actionability

Speed of threats Alert overload and
fatigue

Tool and dataset
vetting/selection

Hiring and retention Vendor sprawl Budget Organizational buy-in We don’t have any 
threat intelligence 
challenges in our 

organization

Total [300] Business and professional services [45] Energy, oil/gas and utilities [30] Financial services [40]

IT, technology and telecoms [33] Manufacturing [39] Retail, distribution and transport [37] Other sectors [76]

Many organizations are facing challenges in this area, with these varying between different sectors 

Does your organization face any of the following threat intelligence challenges? [Base sizes in chart] split by organization sector, omitting some answer options 
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50%

40%

23%

35%

43%

28%

45%

33%
30%

0%

40%
42%

31%

44%
42%

33% 33%

22%

27%

0%

53%
50%

56%

31%
28%

31%

13%

25%

16%

3%

32%

38%

43%

35%

11%

43%

27%

43%

27%

0%

40%

49% 47% 47%

29%
31%

27%

22%

33%

0%

44%
46%

40%

36% 36%

28%
26%

30%

24%

4%

49%

37%

47%

25%

33%

25%

37%

31%

24%

0%

Executive visibility
and support

Timeliness and
actionability

Speed of threats Alert overload and
fatigue

Tool and dataset
vetting/selection

Hiring and retention Vendor sprawl Budget Organizational buy-in We don’t have any 
threat intelligence 
challenges in our 

organization

DevSecOps [40] eCrime and Fraud [45] Information technology [32] Physical security [37] Risk/fraud/compliance/governance [45] Security operations center (SOC) [50] Trust and Safety [51]

Challenges also remain widespread across the different respondent departments 

Does your organization face any of the following threat intelligence challenges? [Base sizes in chart] split by respondent department, omitting some answer options 
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40% 40% 40%
35% 35%

29% 28%

49%
44%

42%

24%

42%

24%

20%

43%

30%

47%

33%

50%

23%

30%

48%

35%

58%

30%

43%

38%

23%
19%

44%
41%

25%
28%

31%

38%

44%

49%

38%

51%

26%
23%

33%
38%

32%
35% 35%

30%
27%

30%

39%
43%

28%

42%

30% 31%
28%

Poor knowledge sharing
and coordination

Employees are not
engaged with threat
intelligence activities

The team are reaching
burnout

Employees want to leave We are wasting money on 
threats which aren’t 

important

We struggle to recruit We can’t keep up with 
emerging threats

Total [297] Business and professional services [45] Energy, oil/gas and utilities [30] Financial services [40]

IT, technology and telecoms [32] Manufacturing [39] Retail, distribution and transport [37] Other sectors [74]

Threat intelligence challenges cause untold problems for organizations

What problems do these threat intelligence challenges cause for your organization? Respondents who experience threat intelligence challenges [base sizes in chart] split by organization 
sector, omitting some answer options 

Sponsored by
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43%

60%

35%
38%

28% 28%

38%

47%
49% 49%

22%

44%

18%

27%
26%

39%
35%

32% 32%

26% 26%

27% 30%

54%

46%

27%

32%

27%

38%
40%

22%

36%
31% 31%

29%

50%

35%
31%

48%

35%

21%

31%

45%

31%

51%

27%

41%
43%

22%

Poor knowledge sharing
and coordination

Employees are not
engaged with threat
intelligence activities

The team are reaching
burnout

Employees want to leave We are wasting money on 
threats which aren’t 

important

We struggle to recruit We can’t keep up with 
emerging threats

DevSecOps [40] eCrime and Fraud [45] Information technology [31] Physical security [37]

Risk/fraud/compliance/governance [45] Security operations center (SOC) [48] Trust and Safety [51]

For three out of the seven departments interviewed, burnout is a real problem 

What problems do these threat intelligence challenges cause for your organization? Respondents who experience threat intelligence challenges [base sizes in chart] split by respondents’ 
department, omitting some answer options 
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34%

51%

40%

37%

29%

28%

27%

27%

36%

21%

33%

43%

49%

28%

30%

38%

22%

15%

22%

10%

20%

28%

36%

24%

8%

13%

4%

10%

3%

18%

6%

11%

Total [300]

Manufacturing [39]

Business and professional services [45]

Energy, oil/gas and utilities [30]

Other sectors [76]

Financial services [40]

IT, technology and telecoms [33]

Retail, distribution and transport [37]

Completely overwhelmed – we are unable get any value from it

Very overwhelmed

Not that overwhelmed

Not overwhelmed at all – we have threat intelligence data under control

59%

50%

37%

25%

24%

24%

20%

38%

33%

31%

44%

27%

44%

38%

0%

18%

12%

25%

38%

30%

29%

3%

0%

20%

6%

11%

2%

13%

Physical security [37]

DevSecOps [40]

Trust and Safety [51]

Information technology [32]

Risk/fraud/compliance/governance [45]

Security operations center (SOC) [50]

eCrime and Fraud [45]

Completely overwhelmed – we are unable get any value from it

Very overwhelmed

Not that overwhelmed

Not overwhelmed at all – we have threat intelligence data under control

Given the number of challenges and problems facing organizations, it’s no wonder they are feeling 
overwhelmed… 

To what extent do you feel overwhelmed by the amount of the threat intelligence data available to you in your organization? ]Base sizes in chart] split by organization sector and 
respondent department, omitting some answer options 
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8%

20%

15%

10%

9%

7%

0%

0%

22%

7%

5%

13%

20%

39%

24%

27%

31%

30%

33%

25%

47%

17%

36%

38%

33%

37%

36%

45%

22%

32%

36%

30%

6%

7%

10%

8%

2%

5%

3%

5%

Total [300]

Energy, oil/gas and utilities [30]

Manufacturing [39]

Financial services [40]

Business and professional services [45]

Other sectors [76]

IT, technology and telecoms [33]

Retail, distribution and transport [37]

Impossible Extremely difficult Fairly difficult Not that difficult Not difficult at all

19%

16%

15%

8%

0%

0%

0%

22%

16%

15%

18%

16%

50%

27%

46%

31%

40%

22%

38%

16%

22%

14%

29%

28%

42%

38%

31%

47%

8%

3%

10%

9%

3%

4%

Physical security [37]

Trust and Safety [51]

DevSecOps [40]

Security operations center (SOC) [50]

eCrime and Fraud [45]

Information technology [32]

Risk/fraud/compliance/governance [45]

Impossible Extremely difficult Fairly difficult Not that difficult Not difficult at all

…with many finding it difficult to conclude actionable insight from their threat intelligence sources 

How difficult does your organization find concluding actionable insight from your threat intelligence sources? ]Base sizes in chart] split by organization sector and respondent department, 
omitting some answer options 
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2. Third-party intelligence services: a shining light
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All surveyed organizations are either using, adopting or have plans to adopt threat intelligence 
services from a managed services provider

Does your organization currently use or plan to use threat intelligence services from a managed services provider? [Base sizes in chart] split by organization sector and respondent 
department, omitting some answer options

45%

52%

51%

49%

47%

41%

38%

37%

34%

39%

31%

33%

31%

30%

38%

37%

21%

9%

18%

18%

22%

30%

25%

27%

Total [300]

IT, technology and telecoms [33]

Manufacturing [39]

Other sectors [76]

Business and professional services
[45]

Retail, distribution and transport [37]

Financial services [40]

Energy, oil/gas and utilities [30]

69%

59%

50%

44%

36%

36%

24%

20%

22%

35%

47%

46%

29%

40%

12%

19%

15%

9%

18%

36%

36%

Trust and Safety [51]

Physical security [37]

DevSecOps [40]

Information technology [32]

Security operations center
(SOC) [50]

Risk/fraud/compliance/
governance [45]

eCrime and Fraud [45]

We already use threat intelligence
services from a third-party
provider

We are in the process of adopting
threat intelligence services from a
third-party provider

We plan to adopt threat
intelligence services from a third-
party provider

Sponsored by
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The expected benefits from a managed threat intelligence provider are vast…

39%

34%

33%

33%

32%

31%

31%

29%

28%

26%

24%

Access to more experienced analysts

A broader range of datasets and tools

Cost savings compared to when it’s 
handled in-house

Threat actor unmasking and attribution

Insights available in a timely manner

Clear and actionable recommendations

Avoid competition for hiring/headcount

Subscription based pricing

Analyst-led investigations

Tailored reports and client specific
insights

Unburden/free up my team

What benefits would your organization expect to gain with a managed threat intelligence provider? [300] omitting some answer options, 
call outs highlighting each departments’ most likely answer if it wasn’t “access to more experienced analysts” or if another option had the 
same respondent count as “access to more experienced analysts” 

DevSecOps (38%)

eCrime and 

Fraud (38%)

Information technology (66%)

Risk/fraud/

compliance/

Governance (42%)

SOC (48%)

Trust and safety (41%)

Trust and safety (41%)
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30%

30%

30%

28%

28%

27%

27%

26%

25%

25%

24%

Breadth of coverage

Intelligence analyst engagement

Intelligence product/report clarity

Collaboration and relationship

Pricing and terms

Communication and transparency

Industry experience/relevance

Analyst experience

Actionable insight

Depth of coverage

Feed access, integration and APIs

What's most important to your organization when considering a managed threat intelligence provider? Combination of responses ranked 
first, second and third [300] omitting some answer options, call outs highlighting each departments’ most likely answer if it wasn’t “breadth 
of coverage” or if another answer option had the same respondent count as “breadth of coverage” 

DevSecOps (35%)

Information technology (41%)

Risk/fraud/

compliance/

governance (38%)

SOC (38%)

eCrime and 

Fraud (40%)
Physical security (41%)

…and align with what’s important to organizations 
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50%

74%

52%

51%

50%

49%

42%

38%

46%

23%

48%

46%

47%

47%

55%

45%

4%

3%

0%

3%

3%

4%

3%

15%

0%

0%

0%

0%

0%

0%

0%

3%

Total [300]

Manufacturing [39]

IT, technology and telecoms [33]

Retail, distribution and transport [37]

Energy, oil/gas and utilities [30]

Business and professional services [45]

Other sectors [76]

Financial services [40]

63%

62%

48%

47%

46%

42%

40%

37%

35%

45%

53%

48%

56%

47%

0%

3%

8%

0%

6%

2%

11%

0%

0%

0%

0%

0%

0%

2%

Trust and Safety [51]

Physical security [37]

DevSecOps [40]

Information technology [32]

Security operations center (SOC)
[50]

Risk/fraud/compliance/governance
[45]

eCrime and Fraud [45]

Extremely valuable

Fairly valuable

Not that valuable

Not valuable at all

Given that access to more experienced analysts was the most likely benefit reported, it’s no 
surprise that direct consultation with an analyst is considered valuable by most 

To what extent would direct consultation with a threat intelligence analyst be valuable to your organization? ]Base sizes in chart] split by organization sector and respondent department, 
omitting some answer options 
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87%

However, some respondents believe that current threat intelligence solutions have some 
shortcomings, all which point mass of nonspecific, unactionable data   

Agree they would benefit 
from a consultative 
approach to threat 
intelligence

53%

47%

34%

29%

27%

26%

2%

Threat Intelligence is not specific enough to
my organization

Over-dependance on machine learning (ML)
and artificial intelligence (AI)

Too much data

Not enough context to make intel actionable

Not all threats are covered

Too many alerts

I don’t think there are any shortcomings of 
threat intelligence solutions currently on the 

market

In your opinion, what do you believe are the shortcomings of threat intelligence solutions currently on the market? 

[300] omitting some answer options, call outs highlighting each department and sectors most likely answer if it wasn’t

“threat Intelligence is not specific enough to my organization”

Business and 

professional 

services (62%); 

Energy, oil/gas 

and utilities 

(57%)

DevSecOps

(55%)

eCrime and 

Fraud (64%)

Physical security 

(49%)Retail, distribution 

and transport 

(51%) 

[300]
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3. Transitioning from reactive to proactive
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Respondents are more likely to have prior experience from 3-letter agencies than the military, with 
larger organizations the most likely to have no experience in these areas 

Do you have prior experience as a threat intelligence analyst at a 3-letter agency or in the Military? [Base numbers in chart] split by organization size, omitting some answer options 

64%

21%

28%

70%

16%

24%

72%

22%
19%

46%

25%

47%

3-letter agency (CIA, NSA, DOD, FBI, NSA etc.) Military No experience in these areas

Total [300] 1,000-2,999 employees [103] 3,000-4,999 employees [118] 5,000 or more employees [79]
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Energy, oil, gas and utilities are the most likely sectors to have this prior experience 

Do you have prior experience as a threat intelligence analyst at a 3-letter agency or in the Military? [Base numbers in chart] split by organization sector, omitting some answer options 

67%

27%

20%

80%

40%

13%

50%

13%

40%

61%

12%

36%

77%

23%

15%

43%

24%

41%

70%

14%

29%

3-letter agency (CIA, NSA, DOD, FBI, NSA etc.) Military No experience in these areas

Business and professional services [45] Energy, oil/gas and utilities [30] Financial services [40] IT, technology and telecoms [33]

Manufacturing [39] Retail, distribution and transport [37] Other sectors [76]
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73%

38%

3%

56%

42%

24%

44%

0%

56%

92%

27%

8%

56%

13%

40%

58%

20%

38%

73%

4%

27%

3-letter agency (CIA, NSA, DOD, FBI, NSA etc.) Military No experience in these areas

DevSecOps [40] eCrime and Fraud [45] Information technology [32] Physical security [37]

Risk/fraud/compliance/governance [45] Security operations center (SOC) [50] Trust and Safety [51]

Respondents from the information technology department are the least likely to have prior 
experience in these areas 

Do you have prior experience as a threat intelligence analyst at a 3-letter agency or in the Military? [Base numbers in chart] split by respondent department, omitting some answer options 

Information 

technology 
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Overall, there is an almost equal mix between 
people managers and individual contributors 
however this does vary, especially in larger 
organizations and within the energy, oil, gas 
and utilities sector 

56%

53%

49%

68%

33%

80%

70%

64%

33%

68%

54%

44%

47%

51%

32%

67%

20%

30%

36%

67%

32%

46%

Total [300]

1,000-2,999 employees [103]

3,000-4,999 employees [118]

5,000 or more employees [79]

Business and professional services [45]

Energy, oil/gas and utilities [30]

Financial services [40]

IT, technology and telecoms [33]

Manufacturing [39]

Retail, distribution and transport [37]

Other sectors [76]

People manager Individual contributor

Within your current role, would you consider yourself as an individual contributor 
or a people manager? [Base sizes in chart], split by organization size and sector, 
omitting some answer options
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46%
42% 42%

39%
37%

35%

30%

24%

44% 51%
56%

38% 38%

22%

9%
13%

47%

40%

30%
33%

37%
40%

17%

40%

60%

48%
45%

35%

45%

33%

38%

15%

48%

36%
39%

45%

33% 33%

39%

24%

33%

44%

33%

41%
36%

41% 38%
38%

46%

38%

30%

46%

24%

46%
41%

19%

46%

39%

47%

37%
41%

34%

29%

24%

Social Networks (e.g.
LinkedIn, Instagram,

TikTok, etc.)

Content Platforms (e.g.
Apple Podcasts, Spotify,

YouTube, etc.)

Internal company 
comms (e.g. Sharing 

content in your 
company’s Slack)

Groups and
meetups/forums

(Facebook Group,
VC/PE firm CMO group,

etc.)

Direct word of mouth
(e.g. text messages,

DMs, phone calls, zoom
calls, etc.)

Industry conference Industry peer groups News articles

Total [300] Business and professional services [45] Energy, oil/gas and utilities [30] Financial services [40]

IT, technology and telecoms [33] Manufacturing [39] Retail, distribution and transport [37] Other sectors [76]

Social networking is among one of the most popular ways senior security decision makers access 
threat intelligence related information relevant to their role

Where do you access threat intelligence related information relevant to your role? [Base sizes in chart] split by organization sector, omitting some answer options 
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Respondent department Most likely source Second likely source Third likely source

DevSecOps [40] Industry peer groups (43%) / Email 

lists (43%)

Internal company comms (40%) Direct word of mouth (38%)

eCrime and Fraud [45] Direct word of mouth (49%) Social Networks (47%) Content Platforms (44%)

Information technology [32] Groups and meetups/forums (59%) Social Networks (56%) Internal company comms (53%)

Physical security [37] Content Platforms (49%) Periodicals and journals (41%) Industry conference (38%)

Risk/fraud/compliance/governan

ce [45]

Groups and meetups/forums (58%) Content Platforms (47%) Social Networks (44%) / Internal 

company comms (44%)

Security operations center 

(SOC) [50]

Social Networks (50%) Content Platforms (44%) Internal company comms (40%)

Trust and Safety [51] Social Networks (55%) Internal company comms (49%) Content Platforms (41%)

The use of these sources varies greatly between the different departments 

Where do you access threat intelligence related information relevant to your role? [Base sizes in chart] split by respondent department, omitting some answer options 
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46% 45% 44%

40%

36%

36% 34%

34%

33%
30%

38%

53%

23%

38%

30% 30% 30% 30%

40%

40%

44%

42%

51%

40%
31%

47%

22%

36%

31%
27%

44%

59%
63%

44% 44%

28%

47%

69%

31%

22%

30%

38%
35%

49%

19%

30%

30%

35%
30%

43%

64%

33%

60%

27%

40%

40%

38%

16%

27%

13%

44% 44%

38% 38%

46%

38%

44% 36%

30% 30%

51%

47%

41%

49%

39%

33% 31% 29%

41%

35%

Reviewing
dashboards of

prepopulated threat
intelligence data

Attending internal
meetings

Working with raw
threat intelligence

data

Strategic activities Proactively
preventing
incidents

Firefighting
unexpected

problems and
incidents

Attending external
meetings

Innovation Responding to e-
mails

Report writing

Total [300] DevSecOps [40] eCrime and Fraud [45] Information technology [32]

Physical security [37] Risk/fraud/compliance/governance [45] Security operations center (SOC) [50] Trust and Safety [51]

Activities in a typical workday vary greatly between the different departments… 

Which of the following do you do throughout a typical day at work? [Base sizes in chart] split by respondents' department, omitting some answer options 
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56%

51%

44%
42%

37%
35%

30%

44%
42%

49%
47% 47%

40% 31%

60%

50%

30%

53%

33%

43%

27%

50% 50%

43%

38%

60%

28%

33%

61% 61%

55%

33% 33% 33%

12%

51%

41%

46%

41%
31%

41%

49%

54%
51%

54%

49%

32% 32%

27%

66%

58%

38% 38%

29%
32% 30%

Cyber threats and
vulnerabilities

Protection for people,
assets and properties

Supply chain and
investment risk

Fraudulent use of
corporate systems

Negative sentiment,
disinformation, and

slander

Abuse of customer/end-
user facing platforms

Fear of the unknown

Total [300] Business and professional services [45] Energy, oil/gas and utilities [30] Financial services [40]

IT, technology and telecoms [33] Manufacturing [39] Retail, distribution and transport [37] Other sectors [76]

Cyber threats and vulnerabilities is the most urgent problem for all but the business and 
professional services sector, who report supply chain and investment risk as theirs

What are the most urgent problems you experience in your role? Combination of responses ranked first, second and third [Base sizes in chart], split by organization sector, omitting some 
answer options

Sponsored by



31

Organizations agree that threat intelligence can be very reactive and requires more human input to 
truly realize it’s full potential 

88% 82%
Agree that threat intelligence 
in their organization needs 
more human input to truly 
realize its full potential

Agree their organization’s 
approach to threat 
intelligence is very reactive

[300] [300]

95%

93%

92%

90%

Percentage of respondents who agree with the above two statements [base sizes in chart] split by respondent department 

97%

92%

90%

87%

85%

84%

82%

Information technology [32]

Physical security [37]

Security operations center (SOC) [50]

Risk/fraud/compliance/ governance [45]

DevSecOps [40]

eCrime and Fraud [45]

Trust and Safety [51]

Threat intelligence in my organization needs more human input 
to truly realize its full potential

89%

88%

86%

84%

83%

80%

69%

Physical security [37]

Information technology [32]

Trust and Safety [51]

Security operations center (SOC) [50]

DevSecOps [40]

Risk/fraud/compliance/ governance [45]

eCrime and Fraud [45]

My organization’s approach to threat intelligence is very 
reactive
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Thank you

To find out more, please visit:
vansonbourne.com

Sponsored by

http://www.vansonbourne.com/


34

Research methodology About Vanson Bourne

Vanson Bourne is an independent specialist in 

market research for the technology sector. Our 

reputation for robust and credible research-based 

analysis is founded upon rigorous research 

principles and our ability to seek the opinions of 

senior decision makers across technical and 

business functions, in all business sectors and all 

major markets. 

For more information, visit vansonbourne.com 

Nisos commissioned independent market research 
agency Vanson Bourne to conduct research into the 
threat intelligence landscape. 

The study surveyed 300 senior security decision 
makers in July 2022 from organizations with 1,000 or 
more employees across all public and private 
sectors.

All interviews were conducted using a rigorous multi-
level screening process to ensure that only suitable 
candidates were given the opportunity to participate.
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